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Charter of Trust Webinar
Task Force P3 - Security by Default



This webinar will be recorded
and made available on the 

Charter of Trust website
(www.charteroftrust.com).

June 10, 2025



1. Opening address and introduction to the Charter of Trust 

Sudhir Ethiraj, Global Head of Cybersecurity Office (CSO) and CEO Business Unit Cybersecurity 

Services, TÜV SÜD; Task Force Lead, Principle 3 “Security by Default”

2. Introduction of the panellists

Moderator: Sudhir Ethiraj, Global Head of Cybersecurity Office (CSO) and CEO Business Unit 

Cybersecurity Services, TÜV SÜD

Veronica Tan, Director Safer Cyberspace Division, Cyber Security Agency of Singapore (CSA)

S.S. Sarma, Senior Director, Indian Computer Emergency Response Team (CERT-In)

Ashutosh Bahuguna, Scientist, Indian Computer Emergency Response Team (CERT-In)

Amitava Mukherjee, Director Cybersecurity, Siemens Ltd. India

Ki Hyun Park, Senior IT Security Analyst, Mitsubishi Heavy Industries

Didier Ludwig, Cybersecurity Officer, Siemens

3. Panel Discussion on major Cybersecurity Regulations in Asia

4. Q&A with audience

Agenda



The Charter of Trust has

ten principles.
01 Ownership of cyber and IT security

02 Responsibility throughout the digital supply chain

03 Security by default

04 User-centricity

05 Innovation and co-creation 

06 Education

07 Certification for critical infrastructure and solutions

08 Transparency and response

09 Regulatory framework 

10 Joint initiatives

Associated Partners Forum

Founding
Partner



Security-by-Default Definition
“Adopt the highest appropriate level of security and data 
protection and ensure that it is preconfigured into the 
design of products, functionalities, processes, 
technologies, operations, architectures, and business 
models.”

October 29, 2024



The three phases of Security by Default at 
the Charter of Trust

Phase 1

• Products

• Functionalities

• Technologies

Phase 2

• Processes

• Operations

• Architectures

Phase 3

• Sharing of Best 
Practices for Security by 
Default adoption

June 10, 2025



Principle 3 – Previous publications

Available on the CoT Website

www.charteroftrust.com

Requirements for processes, 
operations and architectures

Explanatory Document for 
products, functionalities 

technologies

Requirements for products, 
functionalities, technologies

June 10, 2025

http://www.charteroftrust.com/


Principle 3 – Previous publications

Available on the CoT Website

www.charteroftrust.com

Guideline on Cybersecurity 
Risk Assessment

Secure Development Lifecycle: 
step-by-step guidelines

Explanatory Document for 
processes, operations and 

architectures

June 10, 2025

http://www.charteroftrust.com/


Principle 3 – Latest Publication on

“Security by Default in view of major Cybersecurity Regulations”

Available on the CoT Website

www.charteroftrust.com

June 10, 2025

http://www.charteroftrust.com/


Sudhir Ethiraj

Global Head of 
Cybersecurity Office

TÜV SÜD

“Security by Default in view of major Cybersecurity Regulations in Asia” 

Ki Hyun Park

Senior IT Security 
Analyst

Mitsubishi Heavy 
Industries

S.S. Sarma
Senior Director

Ashutosh 
Bahuguna

Scientist
Indian Computer 

Emergency Response 
Team (CERT-In)

Didier Ludwig

Cybersecurity
Officer

Siemens

Veronica Tan

Director Safer 
Cyberspace Division

Cyber Security 
Agency of Singapore 

(CSA)

Webinar on June 10th from 13:00 to 14:30 CEST

Our speakers

FOCUS: INDIA, JAPAN & SINGAPORE

Amitava 
Mukherjee

Director 
Cybersecurity

Siemens Ltd. India
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Questions & Answers
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Thank you for attending!
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